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Pentagon issues Federal Directive allowing
military to use ‘lethal force’ against
Americans as video resurfaces showing
Kamala fantasizing about weaponizing DOJ
against U.S. citizens
The timing of Federal Directive 5240.01 is interesting in light of the upcoming
election and the government's narrative about right wing extremists being the
'biggest threat' to US national security.
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A video clip has resurfaced from May of 2019 in which Kamala Harris advocates
weaponizing the DOJ against speech the government doesn’t like, and the platforms
that allow it.
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In the meantime, one month before a tense presidential election, the U.S. Department of
Defense has authorized U.S. military “defense intelligence components” to use “lethal
force” against American citizens if requested by state or local law enforcement in an
emergency situation. More on this in a minute, but �rst let’s get to the May 2019 video
showing Kamala Harris unleashing her inner dictator.

Speaking at the annual NAACP ‘Fight for Freedom Fund’ dinner in Detroit, Harris
threatened: “We will put the Department of Justice of the United States back in the
business of justice. We will double the civil rights division, and direct Law
Enforcement to counter this extremism.”

She went on to say she would “hold Social Media Platforms accountable for the hate
in�ltrating their platforms, because they have a responsibility to help �ght against
this threat to our Democracy. If you don’t police your platforms, we are going to hold
you accountable…”

Watch and listen below.

https://twitter.com/realJoelFischer/status/1844184014896365975

What she’s saying is chilling. She’s saying that she, or some entity in her administration,
will decide what is appropriate speech and what is not. These are the musings of a
dangerous authoritarian. This is the real Kamala Harris. You won’t �nd her talking
smack like this on the campaign trail, where all we get is the warm and fuzzy Kamala
who wants to help the middle class.

Holding platforms accountable for every opinion or rant placed on their platform means
arrests will be made. It’s already happening in other formerly free countries. In the UK,
thousands of British citizens were arrested, tried and convicted within a 72-hour period
for posting photos and videos on social media that challenged the government narrative
about recent rioting in the country.

In France, the government arrested the owner of Telegram, a popular social-media
platform, because he refused to “cooperate” with government authorities seeking
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backdoor censorship avenues into his system.

This is the wave of the future, and it’s global in scope. Top U.S. Democrats like Hillary
Clinton, Antony Blinken and John Kerry have all recently come out and said the First
Amendment is a hindrance to establishing their globalist agenda centered on climate-
change hysteria, fake elections and toxic mRNA injections for all. If you tell the truth
about these issues, they call it disinformation and say it should be banned.

Federal Directive 5240.01 is a treasonous abuse of power

The U.S. Department of Defense issued a federal directive on September 27 that allows
U.S. military troops to be used to “assist” state and local law enforcement upon request,
with actions up to and including “lethal force.” This is Directive 5240.01. Read it for
yourself. The timing of the directive is interesting, one month before an election that is
widely expected to generate chaos and civil unrest.

The Directive states on page 13:

“Defense Intelligence Components may provide personnel to assist a Federal
department or agency, including a Federal law enforcement agency, or a State or local
law enforcement agency when lives are in danger, in response to a request for such
assistance, in accordance with the following approval authorities.”

Page 13 goes on to discuss various activities, including the use of lethal force. Section C
under “Secretary of Defense Approval,” states:

“Assistance in responding with assets with potential for lethality, or any situation in which it
is reasonably foreseeable that providing the requested assistance may involve the use of force
that is likely to result in lethal force, including death or serious bodily injury. It also includes
all support to civilian law enforcement o�cials in situations where a confrontation between
civilian law enforcement and civilian individuals or groups is reasonably anticipated. Such
use of force must be in accordance with DoDD 5210.56, potentially as further restricted
based on the speci�cs of the requested support.”

Listen to my discussion of this despicable Federal Directive 5240.01 with Brannon
Howse on his talk show Brannon Howse Live last Friday, October 11. This federal
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directive is particularly concerning given the Department of Justice’s shi� of focus in
recent years from prosecuting foreign-based terrorists to going a�er what they consider
domestic threats, i.e. patriotic conservative Christian Americans.

The federal government has been colluding with the major social media platforms for
years, demanding that these platforms censor conservative content and then claiming
that it’s not a violation of the First Amendment because it’s a private company doing the
censoring. They’ve simply outsourced the censorship to the private sector. Just like they
outsourced much of the Covid vaccine mandates to the private sector.

The goal is to require a biometric digital ID for all internet users at the ISP level. That
means you won’t be able to log onto the internet without submitting your digital ID
credentials, which will include your record as an obedient serf who only says what’s
approved by the government, or a “troublemaker” who thinks independently and
critically, always questioning o�cial narratives and sometimes exposing them as lies.
Everything you’ve ever posted online will be judged and “scored” for its level of
obedience. No more anonymous commenting on articles. No more posting of articles
that challenge the government narratives. All of this will be monitored and ferreted out
by AI.

U.S. globalists may not have started arresting the truthtellers yet and putting them
behind bars like in other Western nations, but they are censoring us and can’t wait,
based on Kamala’s excited presentation above, to start rounding us up. We can’t let them
do it.

The only reason the UK, Canada and EU countries are moving faster into the realm of
criminalizing political dissent is because those countries don’t have a First Amendment.
But we have the same globalists running our government as are running the
governments of Canada, the UK, France and Germany, so we must be vigilant or they
will �nd a way to turn the lights out on free speech.

And once the First Amendment rights to free speech are gone, they’re not coming back.
In fact, all the other rights listed in the Bill of Rights will fall like dominoes, including
your Second Amendment right to keep and bear arms.
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These are frightening times to be living in the belly of the globalist beast system — the
United States of America, the United Kingdom and the European Union. We can only
make it through by relying on our Father God and his Son Jesus Christ of Nazareth.
Only He can and will fully crush Satan and his demonic minions.
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In all likelihood, they will try to incite us to commit violence, which will serve as a pretext for
mass gun seizures, arrests, and murders. If violence does not occur organically, they will likely
manufacture it through one or more false flags.

There is simply too much on the line for them to take a loss now. The public is rapidly
growing wise to their schemes, and they can’t afford to let that continue for another four
years.

How they’ll try to incite violence I can’t say. Maybe they’ll steal the election openly. Maybe
they’ll finally succeeded in killing Trump. Maybe they’ll declare martial law. Maybe all of the
above. Whatever the case, they’re already in power so there’s no transitionary grace period
between November and January during which we can prepare. This could all begin in three
weeks. I pray not, but I’d be a fool not to expect at least something.

May God have mercy on us all.
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Kathy M.Oct 13

Our Father who art in Heaven, Hallowed be thy name; Thy kingdom come Thy will be done
On earth as it is in heaven. Give us this day our daily bread; And forgive us our trespasses As
we forgive those who trespass against us; And lead us not into temptation But deliver us
from evil.
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DOD DIRECTIVE 5240.01 

DOD INTELLIGENCE AND INTELLIGENCE-RELATED ACTIVITIES 
AND DEFENSE INTELLIGENCE COMPONENT ASSISTANCE TO 

LAW ENFORCEMENT AGENCIES AND OTHER CIVIL 
AUTHORITIES 

Originating Component: Office of the Under Secretary of Defense for Intelligence and Security 

Effective: September 27, 2024 

Releasability: Cleared for public release.  Available on the Directives Division Website 
at https://www.esd.whs.mil/DD/. 

Reissues and Cancels: DoD Directive 5240.01, “DoD Intelligence Activities,” August 27, 2007, 
as amended 

Incorporates and Cancels: DoD 5240.1-R, “Procedures Governing the Activities of DoD Intelligence 
Components that Affect United States Persons,” December 7, 1982, 
as amended 

Approved by: Kathleen H. Hicks, Deputy Secretary of Defense 

Purpose: This issuance: 

• Implements Executive Orders (E.O.s) 12333 and 13388, and Title 50, United States Code (U.S.C.).

• Establishes policy and provides direction for DoD intelligence and intelligence-related activities.

• Assigns responsibilities and provides guidelines for Defense Intelligence Component intelligence
assistance to law enforcement agencies and other civil authorities.
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SECTION 1:  GENERAL ISSUANCE INFORMATION 

1.1.  APPLICABILITY. 

a.  This issuance applies to OSD, the Military Departments, the Office of the Chairman of the 
Joint Chiefs of Staff and the Joint Staff, the Combatant Commands, the Office of Inspector 
General of the Department of Defense, the Defense Agencies, the DoD Field Activities, and all 
other organizational entities within the DoD (referred to collectively in this issuance as the “DoD 
Components”). 

b.  Any DoD Component, when conducting the training of personnel to perform intelligence 
duties or activities; any use of tradecraft as defined in this issuance; the conduct of research, 
development, testing and evaluation for the purpose of developing intelligence capabilities; and 
any intelligence-related and sensitive activities and related matters subject to the Under Secretary 
of Defense for Intelligence and Security (USD(I&S)) exercise of the Secretary of Defense’s 
delegated authority, direction, and control within DoD Directive (DoDD) 5143.01 are subject to 
this issuance and Assistant to the Secretary of Defense for Privacy, Civil Liberties, and 
Transparency oversight. 

c.  This issuance implements Paragraph 2.6 of E.O. 12333, as amended.  Except as otherwise 
specified in this issuance, this issuance applies to all Defense Intelligence Components when 
providing intelligence assistance to law enforcement agencies or other civil authorities. 

d.  This issuance does not apply to: 

(1)  Activities conducted by the National Geospatial-Intelligence Agency pursuant to 
Section 442 of Title 10, U.S.C., or Section 3045 of Title 50, U.S.C., for: 

(a)  Humanitarian assistance. 

(b)  Disaster readiness, response, and recovery. 

(c)  Maritime and aeronautical safety of navigation. 

(d)  Environmental and security vulnerability studies. 

(e)  Mapping, charting, and geodetic missions. 

(f)  Other similar activities not constituting foreign intelligence or counterintelligence 
(CI). 

(2)  Support of civil authorities or civilian law enforcement agencies conducted in 
accordance with DoDD 3025.18, DoD Instruction (DoDI) 3025.20, or DoDI 3025.21, including 
when such support is provided by Defense Intelligence Components, units, personnel, or assets. 

(3)  The use of animals in DoD-conducted and supported research, development, test, and 
evaluation (including experimentation), or training conducted in accordance with DoDI 3216.01. 
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1.2.  POLICY. 

a.  DoD intelligence and intelligence-related activities will be conducted in accordance with 
this issuance; applicable laws; E.O.s, including E.O. 12333, as amended; Presidential Directives; 
DoDD 5148.13; Secretary of Defense memoranda and other DoD policies; and DoD Manual 
(DoDM) 5240.01.  Special emphasis will be given to the protection of the constitutional rights 
and privacy of U.S. persons. 

b.  The conduct of intelligence and intelligence-related activities, even if conducted by a DoD 
organization or element that is not an intelligence unit or intelligence-funded, must be conducted 
consistent with the authorities and policies cited in Paragraph 1.2.a. 

c.  Defense Intelligence and CI will be the all-source intelligence collection, analysis, 
sharing, and dissemination capability derived from intelligence and CI activities, operations, and 
campaign plans, provided to U.S. Government and DoD decision makers and warfighters for 
military planning and operations. 

d.  Intelligence activities will only be conducted by Defense Intelligence Components or by 
other DoD Components when specifically authorized by the Secretary of Defense, the 
USD(I&S), or a Defense Intelligence Component head. 

e.  Defense Intelligence Component intelligence assistance to any Federal department or 
agency, including a Federal law enforcement agency, or to a State or local law enforcement 
agency when lives are in danger, will be conducted in accordance with Section 3. 

f.  DoD intelligence and intelligence-related activities that use tradecraft must follow DoD 
and Intelligence Community (IC) policies, procedures, and methods. 

g.  Defense Intelligence Components may enter into contracts or arrangements for the 
provision of goods and services with commercial organizations, non-academic institutions, 
private institutions, or private individuals within the United States without revealing the 
sponsorship of the Defense Intelligence Component if: 

(1)  The contract or arrangement is for routine goods or services necessary for the support 
of approved activities (e.g., credit cards, car rentals, travel, lodging, meals, rental of office space 
or commercial communications or information technology, and other items incident to approved 
activities); or 

(2)  There is a written determination or approval of a cover plan, annex, or amendment by 
the Defense Intelligence Component head, or delegee, the Secretary or Under Secretary of a 
Military Department, or the USD(I&S) that the sponsorship of a Defense Intelligence 
Component must be concealed to protect the activities of the Defense Intelligence Component 
concerned. 

h.  Contracts or other agreements for goods or services with academic institutions in the 
United States may only be entered into after disclosing any affiliation with a Defense 
Intelligence Component and obtaining the consent of the appropriate officials of that academic 
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institution.  The disclosure requirement does not apply to enrollment of individual students in 
academic institutions if accomplished in accordance with DoDM 5240.01. 

i.  Research involving human subjects must be done in accordance with DoDI 3216.02; Part 
219 of Title 32, Code of Federal Regulations; and applicable DoD Component regulations.  
Human subject research involving prisoners of war or detainees is prohibited in accordance with 
DoDD 2310.01E and DoDI 3216.02. 

j.  Questionable intelligence activities and significant or highly sensitive matters must be 
reported in accordance with DoDD 5148.13.  DoD contracting officers must ensure each contract 
under which contractor personnel will be conducting intelligence or intelligence-related activities 
or supporting those efforts requires that contractor personnel report any questionable intelligence 
activities or significant or highly sensitive matters to appropriate government officials identified 
in the contract.  Officials to whom any such report is made should proceed in accordance with 
Paragraph 4.1.a. of DoDD 5148.13. 

k.  The Defense Intelligence Components will only conduct, or provide support for the 
conduct of, covert activities: 

(1)  In times of war declared by Congress; 

(2)  During a period covered by a report from the President to Congress in accordance 
with Public Law 93-148; or 

(3)  When such actions have been approved by the President and directed by the 
Secretary of Defense. 

l.  No DoD civilian employee or member of the Armed Forces will engage in, or conspire to 
engage in, assassination. 

m.  Defense Intelligence Component activities conducted under support agreements with 
other DoD Components or non-DoD Federal departments and agencies in accordance with 
DoDI 4000.19 will comply with this issuance unless an exception is granted by law, E.O., 
Presidential directive, DoD policy, or Secretary of Defense, Deputy Secretary of Defense, or 
USD(I&S) memorandum. 

n.  No Defense Intelligence or CI Component will request any person or entity to undertake 
intelligence activities that do not follow the procedures described in DoDM 5240.01 and DoDD 
5148.13 or unauthorized activities on behalf of the Defense Intelligence or CI Component.  The 
collection techniques described in DoDM 5240.01 and DoDD 5148.13 will be employed only to 
perform intelligence or CI functions assigned to the Defense Intelligence Component concerned.  
Use of such techniques to collect information about U.S. persons must: 

(1)  Be limited to the least intrusive means feasible. 

(2)  Protect fully the legal rights of all U.S. persons, including civil liberties, and privacy 
rights guaranteed by Federal law. 



DoDD 5240.01, September 27, 2024 

SECTION 1:  GENERAL ISSUANCE INFORMATION 6 

(3)  Not violate law, E.O., Presidential guidance, or DoD or Director of National 
Intelligence policy. 

o.  Consistent with the need to protect intelligence sources, methods, or activities, in 
accordance with the provisions of IC Directive 501, the Defense Intelligence and CI Components 
have an affirmative responsibility to share collected and stored information, data, and resulting 
analysis with other Defense Intelligence and CI Components, all other IC elements, other 
relevant Federal departments and agencies, and civilian law enforcement officials, as 
appropriate.  This also applies to the exchange and sharing of terrorism-related information 
pursuant to E.O. 13388.  Information sharing will adhere to the requirements and restrictions 
imposed by Federal law, E.O., and DoD and Director of National Intelligence policies. 
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SECTION 2:  RESPONSIBILITIES 

2.1.  USD(I&S). 

The USD(I&S): 

a.  Provides guidance for the conduct of DoD intelligence and intelligence-related activities 
and serves as the DoD lead for DoD participation in such activities. 

b.  Serves as the point of contact for the Secretary of Defense and Defense Intelligence 
Components regarding DoD intelligence and intelligence-related activities with: 

(1)  U.S. Government entities and agencies, including: 

(a)  The National Security Council. 

(b)  The Office of the Director for National Intelligence. 

(c)  The Homeland Security Council. 

(d)  The Departments of the Treasury, State, Justice, and Homeland Security. 

(e)  The IC. 

(f)  Congress. 

(2)  Foreign governments, international organizations, and non-governmental 
organizations. 

(3)  State, tribal, and local agencies.  When working with National Guard entities whose 
personnel are in State active duty or Title 32, U.S.C., duty status, the USD(I&S) will act in 
conjunction with the Chief, National Guard Bureau, in accordance with DoDD 5105.77. 

c.  Promotes coordination, cooperation, information sharing, and cross-Service management 
of DoD intelligence and intelligence-related activities within the DoD and between the DoD and 
other Federal departments and agencies. 

d.  Facilitates consultation on DoD policy regarding Defense Intelligence Component 
intelligence assistance to law enforcement agencies and other civil authorities with: 

(1)  Appropriate Federal departments and agencies. 

(2)  State, local, and tribal agencies. 

(3)  All DoD Components. 

e.  Approves requests for Defense Intelligence Component intelligence assistance to law 
enforcement agencies and other civil authorities in accordance with Paragraph 3.3. 
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f.  Serves as the Principal Staff Assistant for tradecraft. 

2.2.  GENERAL COUNSEL OF THE DEPARTMENT OF DEFENSE (GC DOD). 

The GC DoD: 

a.  Serves as the point for contact with, and reporting to, the U.S. Attorney General regarding 
legal matters arising under this issuance. 

b.  Reviews and provides legal guidance regarding this issuance and on requests for 
assistance by Defense Intelligence Components to law enforcement agencies and other civil 
authorities, as appropriate. 

c.  As the Chief Legal Officer of the Department of Defense, consistent with Section 140 of 
Title 10, U.S.C., provides the determinative opinion on all legal guidance regarding this issuance 
and on requests for Defense Intelligence Component assistance to law enforcement agencies and 
other civil authorities.  The legal office responsible for advising a DoD Component will seek 
counsel from the Office of the GC DoD for any novel, contested, or significant questions of law 
or matters of first impression related to this issuance. 

2.3.  ASSISTANT SECRETARY OF DEFENSE FOR LEGISLATIVE AFFAIRS. 

The Assistant Secretary of Defense for Legislative Affairs: 

a.  Serves as the USD(I&S) point of contact with Congress in accordance with 
Paragraph 2.1.b.(1)(f). 

b.  Facilitates DoD Components’ reports to Congress regarding intelligence and intelligence-
related activities, including those in support of approved requests for intelligence assistance to 
law enforcement agencies and other civil authorities as outlined in Section 3 of this issuance, in 
accordance with DoDD 5142.01, DoDI O-5100.94, and DoDI 5400.04. 

2.4.  ASSISTANT TO THE SECRETARY OF DEFENSE FOR PRIVACY, CIVIL 
LIBERTIES, AND TRANSPARENCY. 

In accordance with DoDD 5148.11, DoDD 5148.13, and the September 1, 2021 Deputy 
Secretary of Defense Memorandum, the Assistant to the Secretary of Defense for Privacy, Civil 
Liberties, and Transparency coordinates with the USD(I&S); the GC DoD; the Inspector General 
of the Department of Defense; and the Inspectors General of the National Security Agency, 
National Reconnaissance Office, National Geospatial-Intelligence Agency, and Defense 
Intelligence Agency on matters relating to intelligence oversight, as well as support requirements 
for intelligence oversight reporting, inspecting, and investigative activities. 
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2.5.  DOD COMPONENT HEADS. 

The DoD Component heads: 

a.  Conduct authorized DoD intelligence activities and intelligence-related activities in 
accordance with the authorities in Paragraph 1.2.  The legal office responsible for advising the 
DoD Component will determine, subject to Paragraph 2.2.c., whether the proposed activity is 
undertaken for a purpose that falls within the definition of “intelligence-related activities.” 

b.  Provide Defense Intelligence Component intelligence assistance to law enforcement and 
other civil authorities in accordance with Paragraph 2.7.a.  The Defense Intelligence Component 
head may approve requests for Defense Intelligence Component intelligence assistance to law 
enforcement agencies and other civil authorities in accordance with Paragraph 3.3. 

c.  When needed (e.g., when there is not a Defense Intelligence Component head in the chain 
of command for an organization engaging in intelligence-related activities), request that the 
USD(I&S) appoint a senior official to serve the same type of functions (e.g., approval of 
intelligence-related activities) that are handled by Defense Intelligence Component heads for 
Defense Intelligence Components. 

2.6.  SECRETARIES OF THE MILITARY DEPARTMENTS. 

In addition to the responsibilities in Paragraph 2.5., the Secretaries of the Military Departments: 

a.  Supervise and control the intelligence activities of their respective Military Departments, 
and organize, staff, train, and equip the intelligence elements of the Military Departments to 
support operational forces, U.S. Government policymakers, and the acquisition community with 
timely, tailored, intelligence tasking, collection, processing and exploitation, analysis and 
production, and dissemination and integration. 

b.  Develop intelligence capabilities, including interoperable and compatible systems, 
databases, and procedures for joint operational forces that interface with the Joint Information 
Environment, the IC Information Enterprise, and the Defense Intelligence Information 
Enterprise, as appropriate. 

2.7.  DEFENSE INTELLIGENCE COMPONENT HEADS. 

The Defense Intelligence Component heads: 

a.  Provide intelligence assistance to law enforcement agencies and other civil authorities as 
outlined in Section 3 of this issuance, and in accordance with DoDM 5240.01; E.O.s 12333, 
13526, and 13549; applicable memorandums of agreement or understanding between the DoD 
and the Department of Justice or other Federal Government agencies; Sections 271, 275 (as 
implemented by DoDI 3025.21), and 8750 of Title 10, U.S.C.; and Sections 3039 and 3045 of 
Title 50, U.S.C. 
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b.  When performing an authorized mission or function not covered under the provisions of 
this issuance, comply with DoD policy applicable to DoD non-intelligence organizations and any 
specific operational parameters specified by DoD policy for that mission or function.  
Administrative activities involving security, logistics, talent management, and non-intelligence-
specific training that are funded with National Intelligence Program or Military Intelligence 
Program funds are not intelligence-related activities and are not presumed to be intelligence-
related activities. 
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SECTION 3:  DEFENSE INTELLIGENCE COMPONENT ASSISTANCE TO 
LAW ENFORCEMENT AGENCIES AND OTHER CIVIL AUTHORITIES 

3.1.  GENERAL PRINCIPLES. 

a.  Defense Intelligence Components may provide intelligence and nonintelligence assistance 
to other DoD Components, including DoD law enforcement, on the same terms under which all 
other DoD Components assist each other.  Defense Intelligence Components must consider 
command relationships; Section 1535 of Title 31, U.S.C. (also known and referred to in this 
issuance as the “Economy Act”) support agreements; Section 1385 of Title 18, U.S.C. (also 
known as the “Posse Comitatus Act”); and any other applicable law and policies.  When 
performing missions or functions other than foreign intelligence or CI, Defense Intelligence 
Components will comply with DoD policy applicable to DoD non-intelligence organizations and 
any specific operational parameters specified by DoD policy for that mission or function. 

b.  A Defense Intelligence Component may undertake intelligence activities for the primary 
purpose of furthering its mission or function, or to assist the intelligence mission or functions of 
another element of the IC within a Federal law enforcement agency.  When there is a question as 
to whether such assistance is undertaken for the primary purpose of furthering the Defense 
Intelligence mission or function, the Defense Intelligence Component head or a delegee will 
resolve the matter after consultation with the servicing legal office. 

c.  This section does not apply to: 

(1)  DoD Intelligence Component assistance provided in accordance with DoDD 
3025.18, DoDI 3025.20, or DoDI 3025.21, as a provision of such assistance is not an intelligence 
activity. 

(2)  Defense Intelligence Component assistance to DoD law enforcement, except as 
provided in Paragraph 3.1.a. 

(3)  Defense Intelligence Component assistance concerning the protection of the 
President, Vice President, and other designated dignitaries pursuant to Public Law 94-524, also 
known as the “Presidential Protection Assistance Act,” which will be approved in accordance 
with Enclosure 3 of DoDI 3025.21 and DoDI 3025.19. 

(4)  Defense Intelligence Component assistance to foreign law enforcement. 

(5)  Sensitive support activities, which are governed by DoDD S-5210.36. 

(6)  Disseminations in accordance with Paragraph 3.4. of DoDM 5240.01. 

(7)  DoD Component assistance provided in accordance with DoDI 3000.14. 
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3.2.  PERMISSIBLE ASSISTANCE. 

a.  In accordance with Section 2.6 of E.O. 12333, as amended, unless otherwise precluded by 
such E.O. or applicable law, Presidential directive, other E.O., or policy, and except as indicated 
in Paragraphs 1.1.b. and 3.1. of this issuance, the following Defense Intelligence Component 
intelligence assistance to any Federal department or agency, including a Federal law enforcement 
agency, or to a State or local law enforcement agency when lives are in danger, are authorized: 

(1)  Cooperating with appropriate law enforcement agencies to protect the IC’s 
employees, information, property, and facilities of any element. 

(2)  Unless otherwise precluded by law or E.O. 12333, participating in law enforcement 
activities to investigate or prevent clandestine intelligence activities by foreign powers or their 
agents, international terrorist activities, or international narcotics activities. 

(3)  Providing specialized equipment, technical knowledge, or assistance of expert 
personnel for use by any Federal department or agency, or when lives are endangered, to support 
State and local law enforcement agencies.  The Defense Intelligence Component’s legal office, 
subject to Paragraph 2.2.c., will approve assistance from expert personnel in each case. 

(4)  When lives are in danger, rendering any other lawful assistance to law enforcement 
agencies or other civil authorities provided such assistance is consistent with, and has been 
approved by an official pursuant to Section 2 of this issuance.  Such official will ensure that the 
legal office of the providing DoD Component concurs in such assistance. 

(5)  Dissemination of intelligence information where such information may be relevant to 
a violation of any Federal or State law within the recipient’s jurisdiction, in accordance with 
Section 271 of Title 10, U.S.C. 

(6)  Disseminating lawfully collected information reasonably believed to indicate a 
violation of Federal, State, local, or foreign laws, in accordance with the August 22, 1995 
Memorandum of Understanding between the DoD and the Department of Justice, or other 
applicable memorandums of understanding. 

b.  Assistance described in Paragraph 3.1.a. 

c.  Defense Intelligence Component personnel providing intelligence assistance to law 
enforcement agencies or other civil authorities will conduct such assistance in accordance with 
this issuance.  Such personnel are prohibited from collecting, retaining, or disseminating U.S. 
persons’ information during such assistance except when pursuant to DoDM 5240.01.  Any 
incidentally acquired U.S. persons’ information reasonably believed to indicate a violation of 
Federal law must be provided to civilian law enforcement officials in accordance with 
E.O. 12333, as amended, and DoDM 5240.01. 
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3.3.  LEVELS OF AUTHORITY. 

Subject to Paragraph 3.1., Defense Intelligence Components may provide personnel to assist a 
Federal department or agency, including a Federal law enforcement agency, or a State or local 
law enforcement agency when lives are in danger, in response to a request for such assistance, in 
accordance with the following approval authorities: 

a.  Secretary of Defense Approval. 

(1)  The Secretary of Defense may approve any type of requested permissible assistance 
described in Paragraph 3.2. 

(2)  The decision to approve requests for these types of permissible assistance described 
in Paragraph 3.2. to law enforcement agencies and other civil authorities are reserved to the 
Secretary of Defense: 

(a)  Provision of personnel to support response efforts for civil disturbances, which 
may also require Presidential authorization. 

(b)  DoD response to chemical, biological, radiological, nuclear, and high-yield 
explosive incidents. 

(c)  Assistance in responding with assets with potential for lethality, or any situation 
in which it is reasonably foreseeable that providing the requested assistance may involve the use 
of force that is likely to result in lethal force, including death or serious bodily injury.  It also 
includes all support to civilian law enforcement officials in situations where a confrontation 
between civilian law enforcement and civilian individuals or groups is reasonably anticipated.  
Such use of force must be in accordance with DoDD 5210.56, potentially as further restricted 
based on the specifics of the requested support. 

(d)  Provision or use of DoD unmanned systems in the United States except as 
delegated by the Secretary of Defense pursuant to the October 31, 2023 Secretary of Defense 
Memorandum. 

b.  USD(I&S) Approval. 

For matters not reserved to the Secretary of Defense in Paragraph 3.3.a.(2), the decision to 
approve requests for the types of permissible assistance described in Paragraph 3.2. to law 
enforcement agencies and other civil authorities is reserved to the USD(I&S).  Coordination with 
the Under Secretary of Defense for Policy is required if: 

(1)  The number of requested personnel exceeds 20 people. 

(2)  The duration of the requested assistance exceeds 30 days. 
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c.  Defense Intelligence Component Head Approval. 

For matters not reserved to the Secretary of Defense in Paragraph 3.3.a. or to the USD(I&S) 
in Paragraph 3.3.b., and subject to Paragraphs 3.3.a., 3.3.b., and 3.3.d., a Defense Intelligence 
Component head, or delegee, may approve any type of requested permissible assistance 
described in Paragraph 3.2., after consultation with the servicing legal office.  The Defense 
Intelligence Component head will notify the USD(I&S) when approving such requests. 

d.  General Counsel Approval. 

In addition to the approvals required by Paragraph 3.3.a., Paragraph 3.3.b., or 
Paragraph 3.3.c., as applicable, the provision of assistance by expert personnel pursuant to 
Paragraph 3.2.c. must be coordinated with and approved by: 

(1)  The legal office of the providing Defense Intelligence Component. 

(2)  The GC DoD when the approval is to be provided by the Secretary of Defense or the 
USD(I&S); when the Defense Intelligence Component providing the assistance is an intelligence 
element of a Combatant Command; or where otherwise appropriate in accordance with 
Paragraph 2.2. 

3.4.  APPROVAL CONSIDERATIONS. 

a.  Approval of requests for permissible assistance described in Paragraph 3.2. may be 
provided on a case-by-case basis, or may be provided for a particular type of assistance or 
operation that must be conducted in accordance with DoDM 5240.01. 

b.  The legal office responsible, subject to Paragraph 2.2.c., for advising the approval 
authority must determine the assistance may be provided lawfully. 

c.  The approval authority will consider these factors: 

(1)  Lethality. 

The extent to which the assistance to be provided involves the potential use of lethal 
force. 

(2)  Risk. 

The threat that providing the assistance will pose to the safety of both the general public 
and the Defense Intelligence Components’ workforce, including any personnel providing the 
assistance and the potential compromise of critical information or sources and methods, as 
identified through the application of the operations security cycle outlined in National Security 
Presidential Memorandum 28, and as implemented in DoDD 5205.02E. 
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(3)  Cost. 

The source of the funding, mechanisms for reimbursement, and the effect of the provision 
of assistance on the Defense Intelligence Component’s budget.  Such assistance may be provided 
on a non-reimbursable basis only if authorized by law and, if required, approved in accordance 
with this issuance.  All requests for permissible assistance as described in Paragraph 3.2. will 
include a commitment to reimburse the DoD in accordance with the Economy Act or, in the case 
of a major disaster or emergency, Section 5121 of Title 42, U.S.C., also known as the “Stafford 
Act,” with three exceptions: 

(a)  In accordance with Section 277 of Title 10, U.S.C., the Secretary of Defense may 
waive reimbursement for permissible assistance as described in Paragraph 3.2. that is provided to 
law enforcement authorities if such assistance is provided under Chapter 15 of Title 10, U.S.C., 
and: 

1.  Is provided in the normal course of military training or operations; or 

2.  Results in a benefit to the Defense Intelligence Component providing the 
assistance that is substantially equivalent to that which would otherwise be obtained from 
military operations or training. 

(b)  The President may direct the Secretary of Defense to use DoD authorities and 
resources, without reimbursement, to have Defense Intelligence Components support a response 
to a major disaster or emergency pursuant to Sections 5170a and 5192 of Title 42, U.S.C. 

(c)  Where non-reimbursable support may otherwise be provided lawfully. 

(4)  Appropriateness. 

The extent to which the assistance is within the Defense Intelligence Component's 
competencies and capabilities. 

(5)  Readiness. 

The extent to which providing the requested assistance may adversely impact the Defense 
Intelligence Component’s ability to perform its assigned missions and functions. 

(6)  Scope. 

The number of people needed to carry out the assistance and the length of time the 
assistance will be required. 

3.5.  EXIGENT CIRCUMSTANCES. 

When a person’s life or physical safety is reasonably believed to be in imminent danger and time 
does not permit a Defense Intelligence Component head to obtain approval from the USD(I&S) 
or the Secretary of Defense in accordance with Paragraph 3.3., the Defense Intelligence 
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Component head is authorized to provide the requested intelligence assistance described in 
Paragraph 3.2. subject to these restrictions: 

a.  The Defense Intelligence Component will immediately report the details of the assistance 
to the USD(I&S) or to the Secretary of Defense, as appropriate.  Defense intelligence assistance 
may not continue for longer than 72 hours without the approval of the USD(I&S) or the 
Secretary of Defense, as appropriate, consistent with the approval levels described in Paragraph 
3.3.a. or Paragraph 3.3.b. 

b.  Defense Intelligence Component assistance will not be delayed or denied based solely on 
the requestor’s inability or unwillingness to commit to reimbursing the Defense Intelligence 
Component.  However, before the assistance is provided, the Defense Intelligence Component 
head will indicate to the requestor that reimbursement, if required, is not being waived. 
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GLOSSARY 

G.1.  ACRONYMS. 

ACRONYM MEANING 
 

CI counterintelligence 
 

DoDD DoD directive 
DoDI DoD instruction 
DoDM DoD manual 

 
E.O. Executive order 

 
GC DoD General Counsel of the Department of Defense 

 
IC Intelligence Community 

 
U.S.C. United States Code 
USD(I&S) Under Secretary of Defense for Intelligence and Security 

G.2.  DEFINITIONS. 

Unless otherwise noted, these terms and their definitions are for the purpose of this issuance. 

TERM DEFINITION 
 

all-source analysis An intelligence activity involving the integration, 
evaluation, and interpretation of information from all 
available data sources and types, including human 
intelligence, signals intelligence, geospatial intelligence, 
measurement and signature intelligence, and open-
source intelligence. 
 

CI Defined in E.O. 12333. 
 

civil authorities Elected and appointed officers and employees who 
constitute the Federal Government and the governments 
of the 50 States, the District of Columbia, the 
Commonwealth of Puerto Rico, the United States Virgin 
Islands, Guam, insular areas, and political subdivisions 
thereof. 
 

civilian law enforcement official Defined in DoDI 3025.21. 
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TERM DEFINITION 
 

clandestine Defined in IC Directive 304. 
 

Defense Intelligence Defined in DoDD 5143.01. 
 

Defense Intelligence Component 
heads 
 

Defined in DoDM 5240.01. 

Defense Intelligence 
Components 
 

Defined in DoDM 5240.01. 

employee Defined in E.O. 12333. 
 

foreign intelligence Defined in E.O. 12333. 
 

IC Defined in E.O. 12333. 
 

intelligence Defined in E.O. 12333. 
 

intelligence activities Defined in E.O. 12333. 
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TERM DEFINITION 
 

intelligence-related activities Those activities that are not conducted pursuant to E.O. 
12333, but use intelligence funding (e.g., Military 
Intelligence Program or National Intelligence Program) 
are rebuttably presumed to be intelligence-related 
activities.  The use of procedures or technology similar 
to intelligence activities to conduct activities that have 
separate authorities but are not intelligence activities 
under E.O. 12333 does not necessarily convert those 
separate activities into intelligence-related activities.   
 
Examples of non-intelligence-related activities include, 
but not limited to, operations security activities such as 
own-force monitoring; force protection; cyberspace 
surveillance and reconnaissance operations; activities 
involving sensor systems that are so closely integrated 
with a weapons system that their primary function is to 
provide immediate-use targeting data; maintenance of 
technologies or systems; and the types of activities listed 
in Paragraph 3.1.a.(3) of DoDM 5240.01 as well as 
research, development, testing, and evaluation activities 
and training conducted in support of those activities. 
 
The term intelligence-related activity also includes those 
activities that are not conducted pursuant to E.O. 12333, 
but involve the collection, retention, or analysis of 
information, and the activities' primary purpose is to: 
 
Train personnel to perform intelligence duties or 
activities; 
 
Conduct research, development, testing, and evaluation 
for the purpose of developing intelligence-specific 
capabilities; or 
 
Conduct intelligence-related sensitive activities, as 
referred to in DoDD 5143.01. 
 

law enforcement agency Any of a number of agencies outside the DoD chartered 
and empowered to enforce U.S. laws in a State or 
territory (or political subdivision) of the United States, a 
Federally recognized Native American tribe or Alaskan 
Native village, or within a host nation’s borders. 
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TERM DEFINITION 
 

operations security Defined in DoDD 5205.02E. 
 

sensitive activities Defined in DoDD 5143.01. 
 

significant or highly sensitive 
matter 
 

Defined in DoDD 5148.13. 

tradecraft Specialized techniques, methods, and equipment used in 
the organization and activity of intelligence     
organizations. 
 

U.S. person Defined in DoDM 5240.01. 
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